CASE PROTECTIVE ORDER:
UNITED STATES OF AMERICA:
CENTRAL DISTRICT OF
CALIFORNIA

Case citation:

In re: Toyota Motor Corp. Unintended
Acceleration Marketing, Sales Practices
and Products Liability Litigation

Case number:
8:10ML2151 JVS (FMOx)

Protective Order:

Redacted stipulated protective order
governing the exchange and handling of
source code and source code related
material

Name and level of the court:
United States District Court, Central District
of California

Date of order:
30 March 2011

Member of the court:
James V. Selna. United States District
Judge

Lawyers for the claimants:

Mark P. Robinson, Jr, Robinson of
Calcagnie & Robinson, Inc., Elizabeth
J. Cabraser of Lieff Cabraser,
Heimann & Bernstein, LLP, Steve W.
Berman of Hagens, Berman, Sobol,
Shapior, LLP, Marc M. Seltzer of
Susan Godfrey, LLP, Frank M. Pitre of
Cotchett, Pitre & McCarthy, Joel Smith
and Vincent Galvin Jr of Bowman and
Brooke

Lawyers for the defendant:
Carl K. Dawson and Liza Gilford of
Alston & Bird, LLP

WHEREAS, to facilitate the production and receipt of
information during discovery in the above-captioned
litigation (“the Litigation”), the Court entered a
Stipulated Protective Order on July 16, 2010 (the “July
16th Stipulated Protective Order”) and subsequently
entered the First Amended Protective Order on
January 19, 2011 (the “January 19th Protective
Order”) for the protection of Confidential and Highly
Confidential Materials (as defined therein) that may
be produced or otherwise disclosed during the course
of this Litigation by any party or non-party; and

WHEREAS, Paragraph 5 of the January 19th Protective
Order stated that source code and related materials
to be exchanged in the Litigation would be subject to
additional forms of protection pursuant to further
Order of the Court. To the extent the Parties require
special protection for other highly sensitive materials,
the Parties reserve the right to seek such protection
from the Court prior to production as set forth in
Paragraph 5 of the January 19th Protective Order.

WHEREAS, on February 25, 2011, March 15, 2011, and
March 22, 2011, the Court held hearings on the issues

of source code protection and provided the Parties
with further guidance on the protection of source
code and source code related material and the
protocol for review.

Accordingly, IT IS HEREBY ORDERED that the terms
and conditions of this Stipulated Protective Order
shall govern the exchange and handling of source
code and source code related materials in the
Litigation:

1. Definitions: For purposes of this Order, “source
code” means human-readable text files used as input
to computer programs that generate machine-
readable files, including, but not limited to, files
containing program text in “C”, “C++”, assembler,
VHDL, Verilog, and digital signal processor (DSP)
programming languages. Source code further includes
“make” files, link files, and other human-readable text
files used in the generation or building of software
directly executed on a microprocessor,
microcontroller, or DSP. Source code further includes
binary executable files and object code files. Further,
as used herein, “Producing Party” shall refer to the
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parties to this Litigation that make available for review
or produce source code and source code related
material, and “Receiving Party” shall refer to the
parties to this Litigation that are granted access to,
review, or receive such information. For purposes of
this Order, “source code related material” means any
material that contains, depicts, or reflects “source
code” as defined above, including but not limited to,
certain software specifications or any other material
that the Producing Party may make available in
connection with Receiving Party’s review of source
code. “Source code related material” also means all
software, analytical tools, programming, instruction or
other material or assistance provided by the
Producing Party to the Receiving Party to assist in
analysis of the source code. The specific materials that
the Producing Party will provide will be set forth in a
Response to a Request for Production from the
Receiving Party. Notwithstanding these definitions,
neither party waives any rights to object to requests
for production of specific source code or source code
related material or responses thereto. For purposes of
this Order, a “line of code” means single discrete line
of source code as shown in the original source code in
native format.

2. “Highly Confidential — Source Code” Designation:
Any Producing Party, at its sole discretion, may
designate source code and source code related
material as “Highly Confidential — Source Code” if the
Producing Party reasonably believes that the
disclosure of the information would create a
substantial risk of competitive, business, or other
material injury to the Producing Party.

3. Security and Means of Inspection of “Highly
Confidential — Source Code” Information: Unless
otherwise agreed to in writing between the Producing
Party and the Receiving Party, if information
designated as “Highly Confidential — Source Code” is
to be made available for review or inspection, it shall
only be provided for review, upon written request and
after reasonable notice, in the manner set forth as
follows:

Information designated as “Highly Confidential —
Source Code” shall be placed [ |||[]]] |]]

[TITEEETLTTEET L] at a secure location agreed to by
the Parties (the “Secure Facility”).

a. Security Personnel and Access to Secure Room

The Secure Facility and Secure Room will be
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and will only allow authorized individuals, as set forth
in Paragraph 4 herein, toenter. | ||| ||]]
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By signing onto the “Agreement Concerning Source
Code Information Covered by Protective Order”
attached hereto as Exhibit A to this Order, the
Receiving Party and their representatives, experts,
and consultants consent to such monitoring and any
other monitoring set forth in this order.
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d. Safe

The Secure Room will contain a secured | ||| ]]] ]|
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LEEEEEEEEEEEEEE EEEEEEE EEEEEEEE e e
LELCEEEE EEEEE EEEEE R EEEE R T
LEEEEEEEEEEE EEEEEEEE R e FEEE e PR
LECEEETEEEEEEEE EEEE EEEEEEEEE e P
[LEHTTTTTTTT] (the “Safe”). The Safe will be
LEEEEEEEEERCEEEEEEE FEEE e FEEEE e
LEEEEEEEEEEEEEE FEEEEEEE e P PEree ey
LEEEEETERREEEEEEEE e e e FEEEEEE e e e
FEEEEEEEEEECEEEEEEE R e FEEEE e
LEECEEEEEEEEEE EEEEEEEEEEEEEEEEEE e P s
LEEEEEEREEEEEEE PEEEEE e PEE e FEEE R e rre
FEEEEETERREEEEEEEE PR e e e e FEEE e FEE T e

Digital Evidence and Electronic Signature Law Review, 15 (2018) | 103



CASE PROTECTIVE ORDER: UNITED STATES OF AMERICA, CENTRAL DISTRICT OF CALIFORNIA

FOCETECEETECEEE e Pere e e e e e e
VUTTEE TEELETEEEETTT T The Safe will be used only in

the manner expressly set forth herein; namely, ||| |

e. Additional Duties and Replacement of Neutral
System Administrator

The Neutral System Administrator and security
personnel will be from separate companies. In
addition to the duties set forth above, the Neutral
System Administrator’s responsibilities will include

performing routine system maintenance and patching,
rebooting, restoration and recovery, maintenance and
repair of the hardware (e.g., monitors, computer,

printer), logging all system administration actions and

activities, and working with both the Producing Party’s
and Receiving Party’s I.T. professionals to correct
technical problems and implement any modifications
to the system agreed to by both the Producing Party
and the Receiving Party. In light of the possible length
of the Receiving Party’s review of the source code, at
either Party’s request, the Parties will agree to confer
and select replacement or additional Neutral System
Administrators as reasonably needed.

g. No Copies of Code

The Receiving Party cannot make electronic copies of
any Highly Confidential — Source Code information
except for purposes of electronically moving the
Highly Confidential — Source Code material from the

for purposes of review and analysis as set forth in
Paragraph 4 herein during active review and analysis.
Upon the Receiving Party’s completion of review and
analysis of the code, such code will be erased from
the [[[TTTITTEETEEEEETTETTTETT] by the Receiving
Party unless required for inclusion in the final work
product as set forth in Paragraph 9 below. The
Receiving Party cannot make any hard copies of such
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source code information other than as expressly set
forth herein in Paragraphs 6 and 7.

i. Hours of Operation

The Secure Room shall be made available to the
Receiving Party in two shifts || [ |11 [I111]]]]

LECEEEEEE TR TECEEE e PEEE e Terrr
LECEEEEEEE TECEEETEE TEEE T T
LECEEEEREEEEEC R TEEEE T ET T, Monday
through Friday (excluding U.S. holidays and when TMC
is closed), and in one shift ||| || || ]]]
LECEEEECEECEEEEE e Eeee Pere e e Feerr e
[TITHEETTTTTT] ] on Sunday (excluding U.S. holidays
and when TMC is closed), until the close of discovery
in the Litigation. The door to the Secure Room will
remain locked when not in use for review as set forth

in this Order.
j. Inspection and Set Up

The Parties shall have the mutual right to inspect and
examine all components of the security and analytical

systems| | [TLLLEEECCCCEEEEEEE FEEEEE FEEEEEEET
LECCEEEEEEEEEEEEEEEEE EEREEEEEEEE e reeee
FECCEEEEEEEEEEEEEEE FEEEEE e rree
LECCEEEEEEEEEEEEEEEE EEEE e PR P e
FECCEEEEEEEEEEEEEEEE
FECCEEEEEEEEEEEEEEEE R P ey
LECCEEEEEEEEEEEEEEEEEEEEE PR e e e
FECCEEEEEEEEEEE R FEEEET
LECCEEEEEEEEEEEEEEEEEE R e e et

CELCEEECEEETE TR TEEE e P e
[111111111] The Receiving Party shall have the right

to visually inspect [ [ [[I[ [[TTI1T]]1]]

[111111111] The Parties will select and mutually agree
on a neutral party (distinct from the Neutral System
Administrator) to test the | | ||| ]]]|]]]
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LELCEETEEEEEEE R EEEEE FEEEEEEEEEEErrree s
LELCEEEEEEE TEEEEEEEEEEETTTTT The neutral party will

not disclose to the Receiving Party, or any other party,
any information [ [[[[[TITHETTEEEET FEPTEETTT
LECCEEELEEE TEEEEE T TR e e e teee e e e e
LECEEEEEREEETEETE PR CEEE e e e Teee
LECCEEEEEE EEEEEEE TR FEE e e e e
LECCEEEPTEE TREEETTEEEL L

4. Access to “Highly Confidential — Source Code”
Information: Subject to the limitations set forth in this
Paragraph, the Receiving Party may designate certain
experts or consultants in the aggregate during the
Litigation to have access to the Secure Facility for
inspection of information designated as “Highly
Confidential — Source Code.” Any such experts or
consultants must sign the “Agreement Concerning
Source Code Information Covered by Protective
Order” attached hereto as Exhibit A and must
otherwise meet the requirements of Paragraph 11(c)
and 12 of the January 19th Protective Order. In
addition, the Receiving Party may designate certain
outside counsel of record in this Litigation in
aggregate as defined and limited in Paragraph 11(b) of
the January 19th Protective Order who may have
access to the Secure Facility for inspection of
information designated as “Highly Confidential —
Source Code.” Notwithstanding the above, no more
thanatotal of [[|[[[[ITITITI [TITIT]] consultants
meeting the criteria of Paragraphs 11(b), 11(c), and 12
of the January 19th Protective Order identified by the
Receiving Party and the five (5) Co-Lead Counsel for
Plaintiffs as a group shall have access to the Secure
Facility for inspection of information designated as
“Highly Confidential — Source Code” in aggregate
during the Litigation pursuant to this Paragraph. Other
than the individuals designated herein, no other
individual or entity shall be granted access to
information designated as Highly Confidential —
Source Code, including without limitation sharing
attorneys pursuant to Paragraph 13 of the First
Amended Protective Order, except as expressly
authorized by the Producing Party.

At least ten (10) days prior to the date on which

access is sought to the Secure Facility, the Receiving
Party’s counsel shall provide to counsel for the
Producing Party the names of any individual, including
attorneys, seeking such access for the first time, and
the Producing Party shall have the right to object to
such access before granting access to the Secure
Facility. During the pendency of this ten (10) day
notice period, no listed individual shall have access to
the Secure Facility. If an objection to any specific
individual is made, that individual shall not have
access to the Secure Facility until resolution of such
objection. Individuals who have been previously
granted access to the Secure Facility according to this
Paragraph 4 may access it, without further approval,
although the Producing Party | ||| 111111 |I]]]
CECEEEEEREETEEE e T e e
CELCEEELEE EEREEEE TR e TR e e e rere
LECEEETEPEEEEEETE R TEEEETEEETTETTEEL If the

Receiving Party wishes to substitute the name of a
previously disclosed individual seeking access to the
Secure Facility for another individual pursuant to this
Paragraph, the Receiving Party shall provide notice to
the Producing Party five (5) days prior to the date on
which access is sought to the Secure Facility. The
Producing Party shall have the right to object to such
access before granting access to the Secure Facility.
Consent, however, will not be unreasonably withheld.
During the pendency of this five (5) day notice period,
the substituted individual shall not have access to the
Secure Facility. If an objection to any specific
individual is made, that individual shall not have
access to the Secure Facility until resolution of such
objection by the Court. During the Litigation, the
Receiving Party shall in no event grant access to the
Secure Room to more than [ || [[[[I[TITITTI1]]
[111111]] specifically named individuals in the
aggregate.
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[111111] Individuals granted access to Highly
Confidential — Source Code information shall not have
the right to, and agree [ ||| ||| [|T[1 [TI1ITTT11]

LELCEEEEEEEEEEEEE EEEEE EEEEEEETEEErreeee s
LECCEEEEEEEEEE FEEEEEEEEEEEEEEEEEEEErre 1
LECCEEEEEEEEEE FEEEEEEET T
LECCEEEEEEEEEEEEE R PR TETTT T
LELCCEEEEEEEE R FEEEEEEEEEEEETTTT T
LECCEEEEEEEEEEEEEEE EEEEE e e e
LECCEEEEEEEEEEE R EEEEEEEEEEEEEErer e
LECCCEEEEEEEEEEEEEEE FEEEE TEEEEEEE e P ereee s
LECCCEEEEEEEE FEEEE EEEEEE EEEEEE T
LECCEEEEEEEEEEEEEEEEEEEEE T Errrry s
LECCEEEEEEE FEEEEEEEEEETEEEETTTTTTT T except as

specifically set forth herein.

The Neutral System Administrator will monitor the
Secure Room as set forth above in Paragraph 3,

LEECEEETEEEEEEEE T PEEEE e e Teeer e
LECEETEETTEEC TP
LECCEEERREEEE e FEEE e e e e e e e teer e e
LEECEEEPEEEEEE FEREEEEE TR T e 1
LECEEEEEERTEEE FEEEEE T
LECCEEEREEEEEEEE TR e e P e e Feee e Fee
LEECEEEREEEEE R e FE e e e e e e e e e
LECEEETEEEEEEEEEE e CEEE R EE e e e
LEETEEERTEEEE R TR EEErT
CEECEEEPEEEEE R TR EE e P TR T
LECEEECEEREETE e TEEEE T EEE e Frrr
LEECEEEREEEEETE T FEer T
LECCTEEPEEEECTEETEEEEETEEE TEEETTTTT| Both the
Producing Party and the Receiving Party will have
access to the [ [ [[ITI[TTHETTTEETTEETT TETTTT
FECEEEEE TEEEEEEE T FEEEET LT
LECEEEEEEREEETEEE e TR T T
LECCEEEREEEEE TEEE TR e Eee e CEE e e e e
LECEEETEEEEEEEEEEEEC T TEEE T
LECEEEEEEREEEE e TEEEE FEEEEE T
CECCEEEEEEE TEEEEE PEEEE TR T
LECEEEEEEE TEEEE TEEEEEEE e PR
LECEEEEEREETE TEEEE e TEEEEE FEEEE T

The Parties will [ [[[TTTEEEEETTTTTEETTTTTTTTTTE
LECCEEE EEEEEEEEE FEE FEEEEEEEE e T
FEEEEEEEEEEEEEE R FEEEEET
LECCEEEEEEEEEEEEEEE R TR e
LECCCEE TEEEEEEEE R EEEEEE T T
FECCEE EEEEE TEEEEE FEEEEEEEEEEEEEET T
FECCEEEEEEEEEEEE EEEEEEEE TEErrrrree
LECCEEEEEEEEE R EEEEEET TEETT
FECCEEEEEEEEEEEEEEEEE EEEEE e eeee e
LECCEEEEEE FEEEEEEEEEE R EEEE EEET
LECCEEEEEEEEEEEEEEEEEEE TEEEEEEEEEreer e
FECCEEEEEEEEE FEEEEEEE FEEEE EEEEETETT
LECCEEEEEEEEE CEEE EEEEEEE PR e e e e e e e

The Producing Party will not have access to the
Receiving Party’s work product. After meeting and
conferring with the Producing Party, the Receiving
Party may [[[[TTIITTETT FEEFTEEEEEETTEETTETT
FECEEREEEEEE TEEEEE PR e e e FEee e Eee e
FECEEREEE EEEEEEE FEEr e PR e e e Feer ey
FECCETEEEEEEEEEEE e CEE e TEEr e T
FECEEETEEEEEEEEE TR FEEE e E e e e 11
FECEERTEEEEETE FEEE TP P T
FECETEEEEE EEEEEEEEE e e FEe e e e e et
FECEEREECEREEE T PEEEE PP

5. Searching of “Highly Confidential — Source Code”
Information by Receiving Party: The Receiving Party
(including the experts or consultants who may inspect
information designated as “Highly Confidential —
Source Code” pursuant to the provisions of this Order)
may, to the extent necessary, request that the Neutral
System Administrator load searching or analytical
tools for inspection of the source code | ||| ]|]]]|
LELEEEEEEEEEEEEET TEETTEET ] inthe presence of the
Producing Party and Receiving Party with the advice
and assistance of either Party as needed, so long as
the searching or other analytical tools for inspection
of the source code are identified and disclosed and,
with respect to tools that are not commercially
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available, a CD or DVD containing such software tools
is provided by the Receiving Party to the Producing
Party, at least five (5) business days in advance of the
date upon which the Receiving Party wishes to have
the additional software tools available for use. During
the pendency of this five (5) business day notice
period, the disclosed searching or analytical tools will
not [[TITLETTEEEEEEEEEE FEEEEEE T T
[LUTTEEELTT TEEEELL D] if an objection to any specific
tool is made, that tool may not || [ || |1II11I]111111]
LECCEEEE TEEEEE FEEPEEEEEEE TEEETTT T until
resolution of such objection by the Parties or the
Court if the Parties are unable to resolve the dispute
themselves. If there is no objection after the
expiration of the five (5) business day period, the
Neutral System Administrator | ||| 111111]]]
LECCEEEEEEEEE e PP e e TE e TEE e
[II1]111]]inthe presence of the Producing Party and
Receiving Party, and the Receiving Party may use the
tools to assist in its review and searching of Highly
Confidential — Source Code information provided that
such software tools are reasonably necessary for the
Receiving Party to perform its review of the Highly
Confidential — Source Code information consistent
with all of the protections herein. All searching or
analytical tools used pursuant to this Paragraph must
be consistent with the security purposes of this
Protective Order and, for example, | |||||]]]]
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6. Notes by Receiving Party: If the Receiving Party
(including the experts or consultants who may inspect
information designated as “Highly Confidential —
Source Code” pursuant to the provisions of this Order)
desires to take notes while inspecting the source code
or source code related material, all such notes will be
taken in standard bound engineering notebooks with
consecutively numbered pages ||| |||] |]]]]
LECCEEEEEEEE TEEEET TEEEEEEE TR E e e
LECEEETEEEEEEEEEE TEEEE TEEr
LECCEEEPEEEEC TR e EEE e TEEe e TEEErEre
CECCEEEEEE CEEEE PR TEEPE R e e Fere
LECEETEEEEE EEEEE T EER T
LECCEEEEEEEE TEEERT T TR
LECEEEEEEEEEEE FEEEEE TP E e e e 1
LECEEEEEECEEEE EEEEEE T TP T as
set forth Paragraph 7. [ [ [[ 1] [TITII111]]
LECCEEEEEEE TEEEE PR EE e e Fer e e e e e e Peerrr
LECCEEETEEEE TEREEE e teee tee P ey
LECEEEEEETEEEE EEEEEEEEE T PEEEEE T T
LECCEEEPEEEEE TR FEEEEEE T P
LECCEEEPEEEEEE FEREEEEE TR e P e
LECEEEEEEREEEEEEC T PR EE e e
LECCEEEEEEEEETE T PEEEE R e
RN RN RN RN RNRRRRRRR ARy
LECEEEEEEREEEE R EECEEEEEEE TR e
LEECEEEEEEEEE T EEEEEE P e e e e e P
NARRRNRRRRARRRNR RNy
LECEEEEEEREEEEEEC T FEEEE PEEEEET T
LECCEEEREEEEET TR EE e PEEEE e e e
LECCEEEEE TEEEEEEE TR EE e PR
LECEEEEEE TECEE TEEEEEEE R e e T e
LECCEEEEEEEEEE FEREEEEE e e e
LECCEECEEEEEEEE FEEEE e Fee e CEe e e
FECEEEEEEEE EEEEEEEEE TR Terr
LECCEEEREEETE TEERE e EEe e FE e
LECEEEEEEE TECEEEEEEE e PR EE e e e
FECEEECEEREEEEEEC T TP
LEECEEEREEEEET R e TEEE R e T
LECEEEEEEREEETE TEEEE R TR EE e
FECEEEEEECEEEEEEE R TR FEEEEE T

CEPEETEECEETEEEr TEEr e FerErr e
[LLTEELLEEETTELT ] Any notes prepared or based on

an examination of Highly Confidential — Source Code
information shall be accorded the same protected
status and confidentiality as the underlying Highly
Confidential — Source Code information from which
they are made, must be labeled as such by the
Receiving Party, must be maintained | ||| | ||| ]|
CECCEEECEEEEE TEEETEE TR R e P
FECEEEEEE TEEEEETE e EEE e
CELCEEEREEETE TEEEEE CEEEEE e e e e e e Fer e e
CELUTEEREE EEEEEEE e TEEEE TR EE T
FECEEECEEREEEE FEEEEEr FEEEr e
NARRRNRRRRARRR AR
LECEETEEETEEETEEEEETTETTEETT], and shall be subject
to all of the terms of this Protective Order. The
Producing Party shall not be responsible for any items
left outside the Safe in the room following each
inspection session.

Other than as expressly provided in Paragraph 7
herein, the Receiving Party will not copy, remove, or
otherwise transfer any Highly Confidential — Source
Code material from [[[[[] [ITI[TTITITT]

LECEEEEEEEEEE FEEEE FEEEEEEEE R FEEEEET T
LEECEEEEEEEEEEEEEEEE EEEEEEEEETrrrees
FECCEEEEEEEEEEEEEEEEE EEEEEEEE e
LELCEEEEEEEEEEE R FEET
LEECCEEEEEEEEEEEEEE R TEEEEE e rree s
LECCEEEEEEEEEEEEEEEEEEEEE P e
FELCEEEEEEE FEEEEEEEE FEEEET
LECCEEEEEEEEEEEEEEEEEE TR e e e e e
FECCEEEEEEEEEEEEEEEEEE TEEEEEErrrees
LECCEEEEEEEEEEEEEEEEEE PR eeee s
LECCEEEEEEEEEEEE R FEEEEETTET T
FECCEEEEEEEEEEEEEEEE CEEEEEEEEE e e ey
LECCEEEEEEEEEEE FEEEEEEE e
FECCEEEEEEEEEEEEEEEEE EEEEEE e e e e e e
LELCCEEEEEEEEEE R EEEEEEEEEEE T e rree
LELEETEEEEEEEEEEEE EEEEE FEREEEE TEEEEETETTT ] The

Receiving Party will not transmit any Highly
Confidential — Source Code information in any way

Digital Evidence and Electronic Signature Law Review, 15 (2018) | 110



CASE PROTECTIVE ORDER: UNITED STATES OF AMERICA, CENTRAL DISTRICT OF CALIFORNIA

from the Secure Room in any manner except as
expressly provided herein. To the extent that the
Producing Party reasonably believes that the
Receiving Party (including the experts or consultants
who may inspect information designated as “Highly
Confidential — Source Code” pursuant to the
provisions of this Order) is violating any provision of
this Paragraph, the Producing Party will have the right
to seek immediate relief from the Court, including,
but not limited to, revoking or limiting the Receiving
Party’s access to the Highly Confidential — Source
Code information and compensation for the economic
harm resulting from the Receiving Party’s violation of
this Protective Order.

The Parties acknowledge that under the attorney
work product doctrine, either Party may apply to the
Court for relief for any voluntary and deliberate
disclosures to the public by the other Party, or that
Party’s agents or representatives, of that Party’s
attorney work product covered by this Order. If such a
disclosure occurs, either Party shall have the right to
seek immediate relief, including but not limited to,
disclosure of all or part of the other Party’s related
attorney work product, as well as, loss of any
applicable privilege protecting such work product
from discovery. Nothing in this provision is intended
to affect the right of either party to oppose any such
relief. It is the Producing Party’s position that if such a
disclosure relates to opinions of the Receiving Party’s
experts or lawyers regarding analysis of the Producing
Party’s Highly Confidential — Source Code information,
the Producing Party may ask the Court for cessation of
the source code analysis, quarantine of the Secure
Facility, and any other relief as deemed appropriate
by the Court. It is Receiving Party’s position that under
this same principle, Receiving Party may seek similar
orders from the Court if Producing Party (including a
Producing Party lawyer, employee, or expert),
publically discloses attorney work product opinions
about source code analysis by either Party. Producing
Party reserves the right to oppose any such relief.
Nothing in this Order shall affect, limit or modify the
rights to the Parties under F. R. Civ. P. 26 and F. R.
Evid. 502 to maintain the confidentiality of attorney

work product and communications and materials
relating to their respective experts.

7.Source Code |||[||1I1II1111]] Protocol: The
Producing Party shall ||| |||1]]]]

LEECEEECEEEEEE R EEE TR T T
CELCEEEREEEEE TEEEEEEE e FEe e e

R RNRRRRRRARRARRARARAAA Y
LELEEEERTEETEEEEE e EEEE e
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CECCEEECEEEEE TR e e e e L eee e
FECEEEEEEEE EEEEEEEEE e e e e e e e e e Peer e
CELCEECEEEEEEEEEE e e Teerer e
FECCEEECTEEETEEE TR T
LECEEEEEEEERT R e FEEEE e e e e e Teeer e
FECCEEELEEEEE TEEETEEEE T T
FECCEEEEETEEEEEET T CEEE e TR Er T
FECEETEEEEEEEE EEEEEEEEE e P T
LECCEEELEE EEEEEEE TEEEE TR e
FEFEEEEREEETEE FEREEEE T e e EEPE e e e
FEFEEEECTEETEEEEE e e e T
FECEEEEEEEEEETEEE e FEEEE e e T
CEEEEEEREE EEEEEEE TR T FEee e e
CECEPEEREEEEE TEERT e FEEE e FEr e
FECEEEEEEEEEEEEEE e e PEEE e E e e e
CECEEEECTEEEEE R FEEEEE PR PR e e
FELEEEECTEEEEE FEEEEEE TR e e e e e P
[T1TT 1T The only data permitted to leave
the [[ITETTTEEEEEERTEEETTEETTTET
CELEEEEREEETE R TEEE e TEE e
FECEETEEEE TEEEEEEEEE FEEEET T
CECCEEERTEEEEEEE e PEEE e e e e e e e e e e e
FECEEEEE TEEEEEEEEE FEEE e e e FE e
FECEETEEEEE FEEEEEEEE e FEEE e
CECEEEECTEEEEEE FEEEEE e e e e e e e e P e
LECEEEEEEEEERE FEEEE e TEEE e e T
FECCETEEEEEEEE FEEEE TEEEEEE TR T
FELCEEECEEETE R EEE e e e
FECCETEEETTEE R TP
FECEETEEEEEEETEETE PR T
LECCEEECEEETE R R PEEE e FeeE e
FECEEEEEEE TEEEETEEEE FEEEE PEEE R
FECEEEEEEEEEEEEE e e TeE e e T
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LECCEEEEEEEEEEE FEEEEE R FEEEEE TETTT
marked as HIGHLY CONFIDENTIAL — SOURCE CODE.

The Producing Party’s | [ [[TT111T1111]]

The Receiving Party || [[1T[[T1T [ETTTEEETE FETTETTT
LEECPEEEEE EEEEEEE R T FEre e P
LECEEEEEETTET TEETTETTTT as are reasonably
necessary to serve the aforementioned purposes. The
Receiving Party may | [[[[[[T1T [TITHTTTITTT

[TITTTETITTTT] inthe Secure Room. At the close of
each review day, | [[IT[[1 TITTTEEEETE TEEEETT
LECEETEEEEEEC TR e e Cee e FEEEE e e 1
LECEEETEEEEEEEE TEEE TEEE e TEEE T
NARRRNRRRNARY

Upon the Receiving Party’s [ [ [ ||| | [ [[TTT111 1111
LECEEEETERREEEEEE FEPEEE e e
LECCEEEEEEEEEE EEEEEEEEEEEEEEEEEEEEEeeer 11
LECEEEEREEREEE FEEEEEE R FEEEE e P r e

FECEEEECEECE TEECEEE e Eeee e erE e e e Tee
CELEEEEEEEEET T TEEE e
CECCEEELEEEEE TR E R R e Feer P
[EETEECEEEETT FEEEEETTETTTT] The Receiving Party
shall keep [ [[TITHETTTEEE TEEETTETTTT
LEFEEEELTEETTTEETTETT Highly Confidential — Source
Code in the Secure Room only for the minimum
amount of time [ [ | [[TTITIT [TITHTTTITTT
[EEEEVVTTTEEE TTTTT ] required for analysis. The
Receiving Party shall [ [[|[[{T[1 [TT[]]
NARRRNRRRAmARNRRRARnm
LELEEEELTEETTTEETTET T Highly Confidential — Source
Code immediately after [ [ [ [[[{[ [I1T[1 111
[T1ITTT111111] needed for analysis. During the time
that [ [T TICEEETEEE TEEEEEEEETEE T T needed
foranalysis, [[[TITTETFTECEEE FEEEE FEPEPEETETTE

LECEEEEEEE PEEEEE e TEEEEEr e Fee e e
[111111] The Producing Party shall have the right to

notify the Court and to seek remedies if the Producing
Party has reason to believe that the Receiving Party is

LEEEEEEEEREEEEEEEE TEREEEEEEEETTTTT 1] longer than

customarily necessary for review and analysis.

At the close of each review day, the Receiving Party
FEFEEEEREE EEEEEEE e e teee e e eee e e e
LEFEEEEPTEET TEEE T Neutral System
Administrator [ [[[[] [ITITITITI]]

CECEEEECEEE FEEEEEE CEEEEE T TErrr
[TITEEELTTEEEL DT ] The Producing Party and Receiving

Party shall be entitled to | [| [[[TI[ITIT TITTETTITT
FITHELT THELTELT LT request to the Neutral System
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Administrator.

LECCEEEE TEEECEEER TR T Tee e PR e ey
LECCEEEREEETE TEEEEEEE T FEEEEET T
LECEEEEEEREEEE FEEEE TEEE e TEEEE e e e e
CECCEEEREEE TEEEEE T FEre e e e e e e e e e
LECCEECEEEEEEEEEE R e e e Cee e e e e e
LECEEE TEPEEECE R EEE e e FE e e e tere
RN RRRNRRRARRRRARRAAm
LEECEEEREEEEEEEEE T CEE e e e e e Eee et
LECEEED TEEEEEEET THET] the Neutral System
Administrator as set forth herein. The
LECCEEERTEETEEEE e EEe e e e e e Teerrr
FECEEEEEE TEECEETE e EEEEE FEEEE T
LECCEEEREEEEETE CEEeE PR e e e Fer e
LECCEEEEEEE TEEEEE e e P e
LECEEETEEEEEEE R EEC e e e FEe e e e e Feerr
LECCEEERTEE TEEEEE e PP EE T e FEEE e
LECEEEEEEE TEEEE TEEEE e TEEE e T v

LECEEEECEECEEE CEEE e e e e Ceee tee e e
[111111111] To the extent the Producing Party has a

good faith basis to believe that the [ || ||||[]111]]]

[TITTTETTTTTT is inconsistent with the provisions set
forth herein, the Producing Party may seek immediate
relief from the Court, including, but not limited to,
revoking or limiting the Receiving Party’s access to
Highly Confidential — Source Code, and compensation
for the economic harm resulting from the Receiving
Party’s violation of the Protective Order.

Except as provided herein, absent express written
permission from the Producing Party, the Receiving

Party [[[ITTTTTTTTITTETTITTTTTTTT
LECCEEEEEEEEEEEEEEEE EEPEEE e e
LECEEEETEREEEEEEEE TEEEE e e e
LELCCEEEEEE EEEEEEEEEEEEEEEEEEEE P Errrree s
LEEEEETTEEEE TEEEEEETTET
LECEEEEEEEEEEEEEEEEEE e FEEer e e ey
LECCEEEEEEE FEEEEEEEEEE e P
LECEEEETEREEE e FEEEE e FEEEEE e T

pursuant to the terms of this Order for use in any
manner (including by way of example only, the
Receiving Party may not [ [ [ [[[|[] [I1]]]

shall not be included in correspondence between the
Parties (references to production numbers shall be
used instead), and shall be omitted from pleadings
and other papers whenever possible, except as
expressly set forth in Paragraph 10 herein.

8. Use of Highly Confidential — Source Code
Information

Highly Confidential — Source Code information shall be
used solely for purposes of the Litigation as set forth
herein. No person shall review or analyze Highly
Confidential — Source Code information for purposes
unrelated to this Litigation, nor may any person use
any knowledge gained as a result of reviewing Highly
Confidential — Source Code information in any other
pending or future dispute, proceeding, patent
prosecution, or litigation.

9. Expert Reports

The Receiving Party [ [ [ [ [T [TIITTTIT]
CECCEEEREEETEE R TEEEE CEEE e Feer e
LECEETEEETEETEEETEEE THTL its final expert report
pursuanttothe || ||||II]111]1]]] protocol set forth
in Paragraph 7 herein, however, |||]]]|

FEEEEEEREEEEEEE FEPEEE T T
LELEEEEEEEEEEEEEEETTTT- Before the final expert

reportis [ [[[TITHETTHETTEEE TEEETTEEET THETT
LECEETEEETEEET FEEETTTETTET] by the Receiving Party,
FELCEEETEEEEEEEEE TEEEE T e
LEFEEEERTEEEETEEE T TR T
FECEEEEEEEEEEEEEEEEEE FEEEE e e e T
CELCEEELTEETE R TEEEE e PEEEEE TR T TEEET
[11 TN ] of no more than ten (10) business
days. [[TLECEETEEPEEEEEEEEEECEEE e PEEEEET T
FEFEEEEE TEEPEEEEE TR TEEEET
CECCEEEEEEEEE R FEee e TEEE e e e e e e
LECEEETEEEEEEE R PR EEE TR e
CECCEEERTEEETE R TEEEE EEEEE e
FECEEEEEETEEE TR EE e e ee e e e e
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[1T111111]]] or otherwise designated under the
January 19th Protective Order, and the Receiving
Party [ ILLTTTE FEEEETTTEELTE FEEEETTT
LECEEEEEECEEETEEr FEEEEE e Feee P
LECCEEEEEEEEET CEREEEEE R e e e
CECCEEETEEEE TEEEEE FEEEEEE T e
LECEEEEEEE TECEEEEEEE e TEEr
LECCEEEREEEEE TR PR e e e e Fee ey
LECCEEEEEE EEEEEEET T TR
LECEEECEERTEEEE FEEEETET TEET
LECCEEERTEEEETEEE e e PR e e
LECCEEEREEEEE TEEEE e FEee e Fer e e
LECCEEEEEE TECEEEEEEE e PR EE e
CECCEEETEEEEE R CEEE T e e e e e e
LECCEEEEEEEEE TEEEE FEREEEE e FErE P

LECEEEECEEEEEEECEE T e e FEEEEEETEE T the
Producing Party may apply to the Court to seek relief,

including, but not limited, to relief set forth in

Paragraph 7. No [ [[[[[TITHETTHETTTEET T
LEECEEEREEEEE e PR T e TR e
CECEEEEEE TEEEEEEE R TEEr e CEEE R r
[TITTHETTTTTT until agreement has been reached on
LECEEEEPEEEEE T T
LECEEEEEEECEEEE e FEeEr FeeEr e
LECCEEEREE EEEEE TEEEEE e FEr e
FEECEEEREEEEEEEEE TEEE TEEEEE FEPEEETTT T or until

any dispute that has been raised with the Court is
resolved by the Court. After any issues raised during
the ten (10) day review are resolved by the Court
and/or agreement, the parties will meet and confer

pursuant to this and/or the January 19th Protective
Order. Notwithstanding the requirement to meet and

confer [ [TELEEFEEEEEEEFEEEETTTTETTTTTIT
LECEEEEEEEEEEEE e EEEEEE FEEEEEET T
LECEEEEEEEEEEEEEEEEEEE TEEETTTTTTTT ] the security

measures will include, but will not be limited to, the
following measures in this Paragraph. Any final report
that leaves the Secure Facility [ |||[I11 1111111111

FECCEEEEEEEE TEEEET e TEEE e TEEE e FErr
RN RN RN RN
FECEEEEEEE TEEEETEEEE PR e e 1
NARRRNRRRNARR AR
CELCEEECTEETEEEEE e TEr e teee ey Teer
FECCEEEEECCEEEEEE e E e PEEe e FEE e e e e
CECCEEECTEETETEEE TR EE R P T T
LECEEPEEECEETTEEC T TEEEETTEET T and pursuant
to the January 19th Protective Order. || ||| ]]]]]]]
LECCEEEEE TEEEEEEE TEEEE T T TEE PP
FECEETEEEEEECE R e FEEEE ey
CEFEEEEREEEEEE FEREEE TR e e e e T
CECEEETEEEEEEEEE TEEEEEE e FEEE T
FECEEEEREEEREE T e PR e e e e e e e e e Feeree
FEFEEEECTEE TEEEE TP
FECCEEEEETEEETEEE e TEEE T e e P

AR RRNRRRNRRRAEARRARRARNY
CECCEEERTEETEEEER TR e PEEE P TP
CECEEEEEEEEE TR TEEE e
FEFEEEEREEETEEEE TR T PR TEET

RN RN RRRRRRRRNRRRRA AN
CECEEEEEEEEEEE R e Eeee e e e e e e e teeerr
FEFEEEECTEETE T CEEEEE e EEe e e Teery
CELCEEECEEE TEEEEE R e e e e e e e
FECCEETEEEEEEE T EEE P FEE e
CECCEEELTEETEE FEREEEEE TR e e ey 1l
ARRNRRRNRRARR ARy
FECEEEEEERETEEEE T T
CELCEEECEEEEE R P e Fee e e reer 1
FECEEEEEEEEEEE FEEEEC PR e e Feer T
LECCEEEEEEEE TEEE e TEEEE e e e e
LELCEEEREEETE TR e EEe e teeree e
FECCEEEEEE FECEEE TEEEEEE T TEEEE TEEET
FECCEEEEEEEEEEEE e e e e e e PEEr e
FELEEEELEE EEEEEEE e Cere e Cer e e e teee 1
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10. Court Filings and Depositions:

If a Party reasonably believes that it needs to submit a
portion of Highly Confidential — Source Code material
as part of a filing with the Court, the Parties shall meet
and confer as to how to make such a filing while
protecting the confidentiality of the Highly
Confidential — Source Code and such filing will not be
made absent agreement from the Producing Party
that the confidentiality protections will be adequate.
If the Producing Party agrees to produce an electronic
copy of all or any portion of its Highly Confidential —
Source Code material or provide written permission to
the Receiving Party that an electronic or any other
copy needs to be made for a court filing, the Receiving
Party’s communication and/or disclosure of electronic
files or other materials containing any portion of
Highly Confidential — Source Code (paper or
electronic) shall at all times be limited solely to
individuals who are expressly authorized to view
Highly Confidential — Source Code under the
provisions of this Order, with, for purposes of a court
filings, the addition of individuals listed in Paragraph
11(a) of the January 19th Protective Order.

For depositions, the Receiving Party ||| || |]]]]|

Rather, at least five (5) business days before the date
of the deposition, the Receiving Party shall notify the
Producing Party about the specific portions of Highly
Confidential — Source Code material it wishes to use at
the deposition, and the Producing Party shall bring
LEFEEEERTEETEE FEVEEETTEETED TETTT those portions
to the deposition for use by the Receiving Party.
FECEEEEEREEEE FEEEE TEEE T
CELEEEECTEEEEEEER T e eee e e e
FECEEEEEEEE FEEEEEEEEEEE e e TEeEr e e P

marked as deposition exhibits shall not be provided to
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the court reporter or attached to deposition
transcripts; rather, the deposition record will identify
the exhibit by its production numbers. | ||| |||

[11111111] deposition shall be returned to the
Producing Party and securely destroyed in a timely
manner following the deposition.

11. Other Protections: Information designated as
“Highly Confidential — Source Code” pursuant to the
terms of this Order is also entitled to the protections
of the January 19th Protective Order for material
designated as “Highly Confidential” and all other
applicable provisions thereof. This Order is intended
to provide additional specific protections related to
the handling, review of, and access to highly
confidential source code and source code related
material designated as “Highly Confidential — Source
Code,” and it shall govern all issues unique to the
handling, review of, and access to such materials.

12. Violations of Protective Order: In the event that
any person or party should violate the terms of this
Protective Order, the aggrieved Producing Party
should apply to the Court to obtain relief against any
such person or party violating or threatening to
violate any of the terms of the Protective Order.
Further, if the monitoring mechanisms set forth
herein identify any actual or potential violation of

this Order by the Receiving Party, the Producing Party
may apply for, inter alia, immediate injunctive relief
from the Court. In the event that the aggrieved
Producing Party seeks injunctive relief, it must
petition the District Judge for such relief, which may
be granted at the sole discretion of the District Judge.
The Parties and any other person subject to the terms
of this Protective Order agree that this Court shall
retain jurisdiction over it and them for the purpose of
enforcing this Protective Order.

13. Source Code and Source Code Material Produced
as Part of the NHTSA/NASA Report: The National
Highway Traffic Safety Administration
(“NHTSA”)/National Aeronautics and Space

Administration (“NASA”) Report released February 8,
2011 includes Highly Confidential — Source Code
Materials. Portions of the report were redacted from
the publically available report by NASA/NHTSA
pursuant to statutory confidentiality provisions. Any
information related to source code or source code
material prepared in connection with the
NASA/NHTSA report may be designated as HIGHLY
CONFIDENTIAL — SOURCE CODE and will be entitled to
the protections and protocol set forth in this Order.
The Producing Party is producing in this Litigation all
specific previously redacted portions of the report
unredacted but designated as HIGHLY CONFIDENTIAL
— SOURCE CODE and, as such, that information shall
be entitled to the protections in this Order. || ||| |||
FECCEEEEEEEEEEET e FEEEE e e Teer
FELCEEECTEETEEEE PO P
CECCEEEEECEEEEEE T e e e e CEe e e e e e e
FECCEEEEEEEEEEEE e CEE e teee e Teer
CECCEEELTEETETEEE TR CEEE R T TR TR
FECEEEEEEE TEEEEEEE TR EEEE R
LELCEEETEEEEEEEER T Teee TE e TEEr e ey
CECEETEEEEEEE CEEE EEEEEr FEEEEE T
FECCEEEREEETE TR TEEET PP T
CEFEEEERTEETE TEEEEEE PR e FEEe e T
LEEEETTETE FETTETTTT when not in use. Only the up

to [LLTTEEETEEEE TEEEEEEE T TEEEE TR Er T
consultants and the ||| ||| |1]]]]

FECEEEEEEEEEEEEEE FEEEE TR EE e TEEET
LEFEEEETTEETTTTETT] disclosed and approved
pursuant to Paragraph 4 herein for access to the
HIGHLY CONFIDENTIAL — SOURCE CODE material shall
have access to the report [[ || [[II1| [TTIITTHTIT
[ETTTEETTTTT] The report, or the
FECCETEEEEEECEEEEEEE e TEEEEETTEETTETT LT thereof,
cannot be shared or otherwise disclosed to any
individual other than the individuals specified in this
Paragraph. Prior to the development of the Secure
Room, a [ [[TITHETTTEETTTETTTI
FECEETEEETEERTEEEEEE T TEETTEET T will be made
available [[1T| [TT TTETEEEEEETEEECE FEEET TEETT
NARRRRRRRRARRRAAANY
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CECECECE TECEEEE e Feer e e
ILELETTTTT ] of the HIGHLY CONFIDENTIAL —

SOURCE CODE NHTSA/NASA reportto | || ]]]

[ITTTTTTTTTT]], cannot be shared or otherwise
disclosed to any individual other than the up to
LECEEEEEEEEEEE FEEEEE e TEEEEEE T e e
consultants who have received approval for access to
HIGHLY CONFIDENTIAL — SOURCE CODE material
pursuant to Paragraph 4 herein as set forth above

CECCEEEEEEEE TEEEETE CEEEEE TR TR
LECCEEEEECEEEE R FEEEE e e e e T
NARRRNRRRRARRRNRR ARy
LECEEEEEEEEEEE R TEEEE e e e e e T
LEECEEEREEEEET R EEE e FEr e e e e
LEETEEERTEEEE TEEEE FEEEEE PP
LECEEEEEEE CEEEEEE R TEEEEE FEEEr e Teer 1
LECCPEEREEEEE PR CEEE e e e e e teee ey
LECCEEETEEEEEEEEE TR FEEe e FEE e ey
LECEEEEEEE EEEEEEEEE R e e Fer e
LECCEEEEEE EEEE EEEEE T TR e e
[111111111] The Producing Party will provide || |
LECEEEEEEEE EEEEEEEEE T e e PR
LECCEEETEEEEEEEEE R e e FEr e e e e e Py
LECCEEEEEE EEEEEER TR TR E e FEe e
LECEEEEEEEEEE T EEEEEE e T FE T
LECCEE EEEEEEEEEER e TEE e e Ty
LECEEEEEREEETEEEEEE T TEEEEEETEETTET] The
reports should be [ [[|[TTIT TITTTTTETT FETTETTIT
LEECTEEETE EEEEEEE e e TeEr e e
LECEEEEEEEEEE TEEEEE TEEEEEE TR
LECEEEEEEEEEEE FEEEEE e T teer teeeer

and should never be available or accessible to the
general public or any others who are not authorized
to view the contents in unredacted form. No copy
should ever [[[ITIITITI[TT1]

The Producing Party will provide [ [[ [T |11 1111]]
FEPEEECE TECETE TEETETEETTTT ] of the HIGHLY
CONFIDENTIAL — SOURCE CODE NHTSA/NASA report

[TITIEETLTTEET )] cannot be shared or otherwise
disclosed to any individual other than the up to
LELETEELTEETEE FEPTEETT ] reviewing consultants who
have received approval for access to HIGHLY
CONFIDENTIAL — SOURCE CODE material pursuant to
Paragraph 4 herein as set forth above and the

LELCEEEEEEE TEEEEEEEEEEETTTTTTT shall retain
LECCEEEE EEEEEEEEEEEEEEEEE FEPEEEEEEEEEreees
LELEEEEEE ina PR
LECCEEEEEEEEE FEEEEEEEEET

and provide | [[ 1| [TTHTTHTTTITT T the
Producing Party prior to receiving | | | |||
LECEEEEEEEEERT R EEEEEEEEE T T e FEE e
The Producing Party [ || [[11| [TTHTTTEETTEETT T
CECCEEEREEEE TEEEETEEEE TR e e PP
CECCEEE EEEEECE R e e e e e e e e e e terr
LELEEEEEEEEETEEEE TR E e e FEE e e Fer
CECCEEECEEETE TEEEEEEE T FEEE e e
LECEEEE PEEEEEEEE T e e e e e Teer
CECCEEEREEEEE TR TEEE e P
FECEEEEEEEEEEE R EEEE PR r e e FE e e
FECCEEEEEEEEE FEEE PEEE e T T
CELCEEEEE TEEE TEE TEEEE R e e Fee e
CECCETEEEEEEE CEEEEEE e e e e e e e
CECCETEEEEEE TEEE R e EEee e Fere FHErr T and

should never be available or accessible to the general
public or any others who are not authorized to view
its contents in unredacted form. | | ||| ]]]|
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Boththe [[[{IIIITTTTITTTTITITTTIITTTTTTTT
LECCEEE TR PEEEE T
LELCEEEEEEEEEEEEE FEEEEEEEETTT prepared by the
Producing Party shallbe | [ || ||| IIITITTTTT]
FELCCEEEEEEEEEEEEEE EEEEEEEE e P
LECCCEEEEEEEEEEEE R FEEEEEEEEE e e rrey e
LECCCEE TR FEEE R PP
LECCEEEEEEEEE R FEEE EEEEE
LECCEEEEEEEEEEEEEEE EEEEEE PEEEEE e
LECEE TP TEEEEEEE R R R R T
LECCCEEEEEEEEEE R EEEEEEEEEEEEEEEE P e
LECETEEEEEE EEEEE R FEEEEEEET T T
LELCEEEEEEEELT

14. Technical Modifications: If technical
considerations require modification of the system
architecture or security protocol set forth herein, the
Parties may by mutual agreement agree to make
technical modifications in keeping with the security
objectives of this Protective Order.

15. Conclusion of Litigation: Within thirty (30) days
after receiving notice of the entry of an order,
judgment or decree finally disposing of this Litigation,
all persons having received or maintained Highly
Confidential — Source Code material, including any
notes designated as such pursuant to Paragraph 6
herein, shall return such material and all copies
thereof to counsel for the Producing Party and certify
that fact to counsel for the Producing Party in writing
by sworn statement. Counsel of record shall make
arrangements for the return of Highly Confidential —
Source Code material that counsel of record provided
or made available to any persons in Paragraphs 11(a),
(b), or (c) of the January 19th Protective Order, except
the Court, court personnel and court reporters. All
Highly Confidential — Source Code material returned
to the parties or their counsel by the Court shall
likewise be returned to each Producing Party in
accordance with this Paragraph.

Dated: March 30, 2011

(signed with a manuscript signature)

James V. Selna

United States District Judge
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EXHIBIT A
UNITED STATES DISTRICT COURT

CENTRAL DISTRICT OF CALIFORNIA

CASE NO.: 8:10ML2151
VS (FMOX)

In Re: Toyota Motor
Corp. Unintended

Acceleration Marketing, AGREEMENT

CONCERNING SOURCE
CODE AND SOURCE CODE
RELATED MATERIAL

This document relates to: | COVERED BY STIPULATED
PROTECTIVE ORDER

Sales Practices, and
Products Liability
Litigation

ALL CASES

l, , hereby

acknowledge that | have received a copy of the
Stipulated Protective Order Governing the Exchange
and Handling of Source Code and a copy the January
19th, 2011 Protective Order entered in this action
(Case No. 8:10ML2151 JVS (FMOXx) by the United
States District Court for the Central District of
California, Southern Division (collectively, hereinafter,
“the Source Code Protective Order”).

| have either read the Source Code Protective Order or
have had the terms of the Protective Order explained
to me by my attorney.

| understand the terms of the Source Code Protective
Order and agree to comply with and to be bound by
such terms.

If | review or receive documents or information
designated as “Highly Confidential — Source Code,” |
understand that such information is provided to me
pursuant to the terms and restrictions of the Source
Code Protective Order.

| agree to hold in confidence and not further disclose
or use for any purpose (other than is permitted by the
Source Code Protective Order) any information

disclosed to me pursuant to the terms of the Source
Code Protective Order.

| hereby submit myself to the jurisdiction of the
United States District Court for the Central District of
California for resolution of any matters pertaining to
the Source Code Protective Order.

My address is

My present employer is

Dated:

Signed:
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