The Belt and Road Initiative (BRI) and its associated potential criminal risks

by Shiqing Yu

Abstract

The Belt and Road Initiative (The Silk Road Economic Belt and the 21st-century Maritime Silk Road) is of great importance in the exchange of information, ideas, and technology among countries, as it benefits a sustained economy and innovation, and enhances China's open economy as well. However, there also are risks associated with this venture, including cross-border criminal activities, such as money laundering and terrorist financing. This article explores the challenges the BRI faces and the necessity to combat those risks. It suggests further that particular attention needs to be paid to these issues to allow us to understand the related challenges in advance to be able to implement effective methods to reduce and/or prevent these risks from emerging.
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1. Introduction

Chinese President Xi Jinping proposed the concept of “One Belt and One Road” in Kazakhstan and Indonesia in September and October 2013, respectively. Speaking at the Nazarbayev University in Kazakhstan, President Xi said that for the Eurasian countries to develop closer economic ties, deepen mutual cooperation, and broaden opportunities for development, innovative cooperation models should be created to build a “Silk Road Economic Belt” jointly. In a speech to Indonesia’s parliament a month later, President Xi pointed out that Southeast Asia has been a vital hub of the Maritime Silk Road since ancient times, and China is willing to strengthen its maritime cooperation with ASEAN countries and make good use of the ASEAN-China Cooperation Fund for Maritime Cooperation to develop a great marine partnership to build a 21st Century Maritime Silk Road.

The Belt and Road Initiative (BRI) is of great strategic importance in China’s efforts to improve its open economy comprehensively. However, to explore the current situation and challenges of this cooperation, including the potential risks associated with criminal activities, is of great practical importance to ensure the realisation of the BRI’s strategic interests. This article is designed to provide a brief description of the BRI with a discussion about the potential accompanying risks, such as money laundering, and the challenges they may pose in regulation. There follows a discussion of prospects and recommendations.
2. The Belt and Road Initiative (BRI)

The BRI, also known as the Silk Road Economic Belt and the 21st-century Maritime Silk Road, is a development strategy the Chinese Government has proposed that focuses on cooperation and connectivity among Eurasian countries, primarily the People's Republic of China (PRC). The New Silk Road covers primarily Asia and Europe, and includes more than 60 nations.4 (Figure 1):
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This program includes the establishment of a new economic corridor to promote investment, trade, technological innovations, and popular movements. At the same time, it also will explore ways to promote and protect the cultural heritage along the route.5 Further, China-based multilateral organisations also are involved in funding this initiative, including the Beijing-based Asian Infrastructure Investment Bank (AIIB), and the Shanghai-based New Development Bank (NDB), with capital bases of $100 billion and $50 billion, respectively.6

The BRI is a globalised socioeconomic development strategy. According to the Chinese government’s March 2015 charter, it “…aims to promote the connectivity of Asian, European, and African continents and their adjacent seas,” particularly through vast infrastructure projects and broad deregulatory policies.7 It is a major strategic decision the Chinese government made to take the initiative to adapt to the profound changes in the world economic landscape and to make comprehensive plans for both domestic and foreign situations. As such, it is an important part of China’s proposal to create a “community of common destiny” to achieve common development and prosperity. Its measures also are a profound manifestation of China’s role as a responsible major
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power in building a new type of international relations with the goal of mutually advantageous cooperation.\(^8\)

The BRI is believed to be motivated by concerns about the slowing domestic growth in China and a desire to enhance its global influence, with the potential to address the global infrastructure gap by helping developing countries grow while increasing trade and investor returns.\(^9\) It also has been noted that the BRI will benefit the ASEAN member countries greatly, especially in infrastructure development.\(^10\) Participating countries will acquire greater access to China and other connected markets along the route, and smaller landlocked countries, in particular, will benefit from inclusive growth. However, not all aspects of the BRI are beneficial.

3. Potential Risks related to the BRI

Both China and the other countries in the initiative will realize enormous economic benefits from the BRI, but it also poses potential risks. Although the BRI will provide many new economic and development opportunities, it has been argued that it may present significant security challenges to this region because the countries lack adequate safeguards to prevent cross-border criminal activities.\(^11\) The formation of China’s BRI, while promoting the economic development of all countries along the Belt and Road, also may create conditions conducive to these activities, such as money laundering, and undermine the normal trade and economic ties between China and other countries with respect to healthy economic development.

There is a legitimate global economy, but there also is an illegal global economy; the first is capitalist, the second is criminal.\(^12\) Globalisation refers to the increase in cross-border trade and international capital flows of goods and services.\(^13\) The emergence of globalisation has accelerated the free flow and rational configuration of production factors that transcend or eliminate national barriers.\(^14\) However, free movement across borders creates security threats, including international criminal activities, particularly under the influence of globalisation.\(^15\) Growth in cross-border policing is the inevitable and natural result of the rise in cross-border crime, which has grown together with globalisation.\(^16\) Globalisation confers many benefits, and criminals take advantage of the convenience that globalisation provides\(^17\) because they are adept at exploiting the same opportunities that legitimate businesses do. However, criminals may do this more efficiently because they are not worried about breaking laws.
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“Crime syndicates prefer globalisation, for it creates new and exciting opportunities, and among the most enterprising and imaginists are the world’s criminals.”\textsuperscript{18}

For example, the route to the Russian Federation takes advantage of the cross-border social and ethnic affiliation of new countries in Central Asia to move small amounts of heroin in commercial and private vehicles. With respect to heroin trafficking, although the majority of it is consumed in Europe, approximately 90\% of the global heroin supply comes from opium poppies cultivated in Afghanistan.\textsuperscript{19}

Further, the financial strength of the member countries of the China-ASEAN Free Trade Area largely is weak, the system is still not perfect, and the standards and instructions for the declaration of cash transactions are lax. Criminals are likely to exploit all these factors to conduct money laundering activities. With the increase in trade exchanges, some non-standard financial institutions also may be derived from the free trade area established by the BRI. These agencies are less subject to Anti-Money Laundering (AML) provisions and money laundering criminals can exploit them easily. For example, on the China-Vietnam border, there are some non-governmental private stalls that specialise in the Renminbi and Vietnamese Dong exchange business. They operate on a small-scale, but are developing rapidly, and the transactions are simple. They are a legal financial institution in Vietnam that is managed by the Vietnamese central government, but are illegal in China.\textsuperscript{20} Thus, it is difficult for regulatory agencies to monitor and control their activities. Further, large amounts of cash are involved in border trade settlements, which poses a greater risk of money laundering.

However, according to the United Nations Office on Drugs and Crime (UNODC), countries are committed to the trade and integration agenda, but lack the enforcement agenda to tackle cross-border criminal activities.\textsuperscript{21} Therefore, the UNODC Executive Director pointed out that, “Stopping this transnational threat represents one of the international community’s greatest global challenges.”\textsuperscript{22}

4. Regulatory Challenges of Criminal Activities

Many developing countries will benefit greatly from this initiative, but there also are risks in such markets, including foreign exchange fluctuations, price instability, legal and regulatory issues, and the criminal issues mentioned above. Therefore, it is crucial for law enforcement agencies to cooperate, including in inter-jurisdictional policymaking. However, legal differences, lack of trust and cooperative leadership, and knowledge about the other jurisdictions can impede inter-jurisdictional policing.\textsuperscript{23}

The levels of economic development of countries along the B&R are uneven; they have different national conditions, and their development strategies have different needs. Therefore, it is difficult to implement AML effectively. Although more than 60 countries along the B&R have responded positively to the initiative, the number of countries involved is huge, and thus, there are many associated problems. For example, some countries are economically undeveloped and some
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have prominent non-traditional security issues, such as terrorism. For example, 40 of the countries along the B&R are in a state of peace, 15 are in a state of danger, and 11 are in turmoil. Five countries—Iraq, Afghanistan, Pakistan, India and Syria—are in a high-risk red zone.24 In addition, the cultural pluralism in the countries along the B&R is significantly great.25

Secondly, countries along the B&R have quite different regulatory AML models. In general, the regional financial regulatory cooperation among these countries, including Central Asia, South-Central Asia, and Southeast Asian countries, is still in its infancy. Except for those countries that have enacted AML, such as Singapore, Thailand, and Malaysia, the financial regulatory systems among the ASEAN countries are still in a transitional stage. This includes the situation in which no serious measures have been taken to implement AML. Although the majority of member countries are opposed to money laundering, a few member states still have no restrictions on the funds that they know have existing problems and even allow these suspicious funds to move in and out of their countries freely to safeguard their own economic interests. As the most influential AML international organisation, the Financial Action Task Force (FATF)26 publishes a list of non-cooperative countries and regions regularly. For example, ASEAN member country Indonesia was reported to be uncooperative in the fight against money laundering in the lists published in June 2001, June 2013, October 2013, and February and June 2014.27

Thirdly, there are significant difficulties in regulating cyberterrorism and cyberlaundering. Cyberterrorism is a product of the interactive evolution of the trends in cyberspace and the world economy, and the development of international terrorism. Cyberterrorism is both a real threat to the countries along the B&R, and a potential risk that needs to be resolved cooperatively.28 The internet’s openness, transnationality, and global reach have led to high-tech, international, and concealed features of money laundering in cross-border networks. As a result, hidden forms of money laundering in these networks can occur more rapidly, making them more difficult to trace. In addition, cross-border network investigation techniques and criminal jurisdiction provisions differ, so money launderers often use cross-border money laundering because of the regulatory vacuum in many countries. Many terrorist organisations inside and outside of China use cybercrime to advertise their extreme ideas, recruit personnel, plan terrorist attacks, and engage in laundering the proceeds of their criminal activities, thereby increasing the difficulty of detection and interdiction.

5. The Difficulties in Anti-Money Laundering (AML) in B&R Countries

The BRI must be conducted in a sustainable manner.29 To ensure this, it is important to combat potential criminal activities that may cause problems, one of which is money laundering. However, because of the differences in national political, economic, and legal systems, development levels and social structures, this area faces an enormous dilemma in AML.
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5.1 Conflicts between AML and Bank Secrecy

Bank secrecy is a concept accepted widely in the international community, the purpose of which is “to respect and to protect the confidence of the customer.” For financial institutions, bank secrecy is both an obligation and a right. Banks cannot disclose customer information during the transaction and they can resist third-party inquiries and investigations on the grounds of maintaining their customers’ confidentiality. The obligation of bank secrecy gives clients the right to protect their own information from being revealed unlawfully. However, although bank secrecy obligations exist for the protection of legitimate, rather than illegal interests, they promote money laundering to a certain extent as well, and become an important weapon for money launderers. Thus, the stronger a bank’s secrecy policy, the more rampant the money laundering activities.

Take the Philippines, for example, where customer information protection occupies a very important position in the operations of financial institutions, especially microfinance institutions. The combination of the Philippines’ AML law and the financial industry’s obligation to protect customer information have led law enforcement agencies to have a series of conflicts related to bank secrecy. For example, in 2014, when the AML authorities investigated the Philippines vice presidential accounts on suspicion of money laundering, it accused its law firm of violating privacy and normal legal procedures and required the Supreme Court to prevent the AML authorities from checking the accounts without notifying the parties.

5.2 Insufficient Domestic Financial and Human Resources

The budget approved by the Philippines’ Anti-Money Laundering Council (AMLC) in 2013 was only approximately 185 million Philippine pesos, which was less than 5 million U.S. dollars with the exchange rate at the beginning of 2013. Nearly 90% of this budget was for staff salaries and the approximately 500,000 dollars that remained were spent on maintenance, intelligence gathering, confidentiality, investigations, and other operating expenses. As of 31 December 2013, only 104 Philippine AMLC secretariats who were responsible for helping the Council fulfil its mission and undertake AML operations actually filled those positions. The tight financial and human resources constraints on AML in the Philippines have led directly to the lack of adequate resources the AML commission needs to analyse financial intelligence, and have affected the successful implementation of domestic law enforcement policies and cooperation with foreign financial intelligence agencies.

5.3 Difficulties in Investigating and Collecting Evidence

Money laundering regulatory agencies require other law enforcement agencies to share information to conduct follow-up investigations into the criminal activities of money laundering. However, these largely investigate money laundering in other criminal activities, not money laundering itself. Under current laws and regulations, other law enforcement agencies will transfer the case to the AML Committee for investigation only after the criminals have been prosecuted. However, by that...
time, the offenders’ illegal assets often have been hidden or spent, and are difficult or impossible to recover.

For example, in the Philippines, financial crimes can be investigated only when other law enforcement and investigation agencies discover them. These agencies include primarily the Philippine Drug Enforcement Agency (PDEA), which investigates drug-related criminal activities, the Office of the Ombudsman, which investigates cases of looting and corruption, the Securities and Exchange Commission, which investigates violations of the securities regulatory law, and the Bureau of Customs, which investigates smuggling activities. Therefore, if these law enforcement agencies did not discover the crimes, including money laundering, AML agencies also cannot investigate these upstream crimes.

6. Prospects and Conclusions

An effective AML legal mechanism is the basis for international cooperation in free trade such as that in the BRI. However, the countries along the B&R have not yet established a unified judicial assistance mechanism to counter money laundering. The imperfection and objective differences in the legal systems in these countries undoubtedly constitute an invisible “safe passage” for money laundering criminals. However, from another point of view, it is also the disparity between the strengths and weaknesses in financial and legal systems among member states that highlights the dual positive and negative aspects of the initiative that may lead to the rapid development of financial and AML cooperation in the region. This may be achieved in the following ways:

6.1 Strengthen the Mechanism of AML Multi-Sectoral Coordination

Money laundering is cross-industry, cross-sectoral, and concealed. Therefore, it is better to enhance the top-level design of AML and promote the construction of a multi-departmental and multi-agency coordination mechanism. On the one hand, to enhance the efficiency of AML work in society as a whole, it is better to expand the scope of the main body of responsibility further based on the existing legal bodies for AML, such as financial and payment institutions, clarify the responsibilities of various agencies in AML, and promote synergies. On the other hand, it is necessary to increase the support of means to verify clients’ identities, increase the supporting resources to identify suspicious transactions, such as expanding tax revenue, entry and exit of foreigners, information on import and export prices, and other information resources to enhance customer identification processes and the efficiency of suspicious transaction analysis.

6.2 Expand the Scope of Application of the AML Evaluation Results

Banking institutions’ ability to control risks and the effect of their AML compliance also can reflect the effectiveness of compliance operations and internal control measures. At present, China’s banking supervision and AML supervision belong to the China Banking Regulatory Commission (CBRC) and the People’s Bank of China (PBC). It would be better for these two departments to establish and improve a mechanism by which they can share regulatory information results.
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For example, in comprehensive assessments of the supervised financial institutions’ ability to control risks overall, the CBRC can make full reference to the evaluation results of the AML supervision of the PBOC by the PBC, and apply the results of these comprehensive evaluations to regulate banking institutions’ scope of operation, permission for entry of branches, approval of business innovations, examination and approval of senior executives, financial approval, and preferred financial policies. On the one hand, this can enhance the incentive mechanism further, and enhance banks’ initiative in AML work, and on the other hand, it can promote the comprehensive improvement of bank supervision and control effects.

Further, the UNODC study identified clearly the need to incorporate risk assessment into development policies explicitly, as well as to strengthen cooperation in cross-border law enforcement. The domestic work of risk-based AML has just started its transition in China. Because systematic assessment of the risks of money laundering and terrorist financing have no particularly mature experience in the world, exploring a systematic risk assessment system for AML and CFT based on state, industry, and product risks is the key link in China’s full implementation of the risk-based AML approach.

It has been noted that in recent years, China has paid increasing attention to, and participated in, the discussion of cross-border economic crimes, and its willingness to crack down on transnational economic crimes has also increased continuously. Because money laundering largely is a transnational phenomenon, it is important to promote the participation of relevant government departments in multi-faceted international cooperation, to participate in international conventions, agreements, and international organisations actively in the fight against money-laundering and to enhance judicial assistance at the international level. This may include assistance in obtaining evidence of money laundering, the freezing, seizure, confiscation, and recovery of criminal assets, the investigation of criminal activities, and the judicial assistance in all criminal aspects, such as extradition, and cross-coordination and unification of AML legislation and judicial practice.

Further, it is better to establish a long-term and effective exchange mechanism for international financial intelligence information and AML technology, and, in particular, to strengthen contacts with relevant international organisations, such as the FATF and the Basel Committee on Banking Supervision, and by learning from experience and the exchange of information, begin to approach the international standards. It also is necessary to strengthen international AML training and create a favourable international environment in which to coordinate different countries’ AML efforts to interdict and prevent transnational money-laundering crimes effectively.
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